Secure Skype

For Business

SphereShield by AGAT Software is a comprehensive solution for Skype for
Business addressing security threats related to connecting devices externally.

FEATURES




COMPLIANCE

@ Data Leak Prevention

© Data Governance and eDiscovery
© Ethical wall policy engine

ACCESS CONTROL

&  Multi Factor Authentication

® MDM/EMM Device Verification
@ Account Lockout Protection

THREAT PROTECTION

@ User and Network Behavior Detection
@ Anti Malware AntiVirus
@ Auditing and security Events SIEM

Security Threats Overview

Connecting external devices through
Skype for Business to the corporate

network raises security risks related to
data, network and authentication flow

from unmanaged devices in the
internet into the corporate network.

These threats require protection
against authentication, network and
content breaches.

SphereShield provides enterprises
with a secure innovative solution for
these threats.
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SphereShield Supported Security Technologies:
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. DLP providers: Symantec, ForcePoint\Websence, GTB technologies and soon Intel-McAfee

. EMM\MDM vendors: MobileIron, IBM MaaS360, Citrix XenMobile, AirWatch, GOOD and soon BES12
. Authentication providers: RSA, Google Authenticator

. PKI: Gemalto, Faitien

. Infrastructure: Microsoft, F5 Networks

AGAT Software is a security provider
specializing in external access
authentication and data

protection solutions

For additional information visit:
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